Privacy Statement: Rebeca Johnson/ Trusting Heart Counselling Last Updated: January 2026
1. Introduction This statement explains how I collect, use, and protect your personal data. I am committed to protecting your privacy and complying with the UK General Data Protection Regulation (UK GDPR), the Data Protection Act 2018, and the Data (Use and Access) Act 2025. I am registered with the Information Commissioner’s Office (ICO)under registration number: [Insert Number].
2. Personal Information: Collection & Legal Basis To provide effective counselling, I collect:
· Identity & Contact Data: Name, date of birth, telephone numbers, and email address.
· Special Category Data: General health information, GP details, and background information relevant to the counselling process.
· Emergency Contact: Name and number of a person to contact in an emergency.
Legal Basis: I process this data because it is necessary for the performance of our contract (the counselling agreement) and under the condition of providing health or social care (Article 9 of UK GDPR).
3. Storage and Retention
· Digital Records: All personal information and session notes are stored in password-protected, encrypted files.
· Anonymisation: Session notes are anonymised and stored separately from your identifying contact details.
· Physical Records: Any paper-based information is kept in a secure, locked filing cabinet.
· Retention: I retain records for five years following the end of our work together, as required by my insurance. After this, all digital files are permanently deleted, and paper records are securely shredded.
· Communication: Any emails you send will be deleted [weekly/monthly] unless they form part of your essential clinical record.
4. Confidentiality and Clinical Supervision All sessions are conducted in strict confidence. However, there are exceptions:
· Clinical Supervision: As a professional requirement, I discuss my work with a qualified supervisor. Your identity is never revealed during this process; all cases are discussed anonymously.
· Legal Duty: If I am compelled by a court of law, or in cases involving terrorism, money laundering, or drug trafficking.
· Safeguarding: If I believe there is a serious risk of harm to yourself or others.
· GP Contact: I would usually only contact your GP with your consent, unless I believe you pose a significant and immediate risk to yourself or someone else.
5. Your Rights Under the UK GDPR, you have the right to:
· Access: Request a copy of the information I hold about you. I will provide this within one month with an written request.
· Correction: Ask me to correct any inaccurate information.
· Erasure: Request that I delete your data (subject to my insurance/legal retention requirements).


